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The following questions were raised with respect to subject RFP. Responses are to provide clarification. 

Questions Responses 
I am writing to you regarding the RFP-ACT-SACT-22-
137: Deliverables in Support of Analysis of 
Alternatives (AoA) for NATO Cyber Situational 
Awareness (CySA) Capability and NATO Classified 
Cyber Range (NCCR), and RFI ACT SACT 22-130: call to 
industry and academia in Support of the NATO 
Classified Cyber Range (NCCR).  
 
Kindly confirm if those two procedures have any 
common background?  
 
Is the scope of RFP-ACT-SACT-22-137 expanding the 
CySA Capability, acquiring NCCR or both? 

1. The two tasks are related, one task is to seek 
support to gather requirements and 
understand the market situation and the 
other is related to assessing costs and 
evaluations based on the first result. 

2. The incumbent should have a common 
procedure for costing the implementation of 
complex, system environments.  But outside 
of this, from a technical perspective, there is 
no commonality – the two are very different 
systems/capabilities. ACT seek separate 
costing activities to ensure transparency in 
final selection of capability implementation. 

3. The final objective of the task is to provide 
cost models for varying alternatives for 
implementation of both capabilities. 
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